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Research Area: System security,

software security, usable security —————

Identification on Mobile Devices

Building Trusted Execution
Environments Using FPGA

Research Application: Trustworthy
embedded and Internet of things
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